
CUSTODIAN OF RECORDS DUTIES  
  

1. The information provided by the Department of Justice (DOJ) to this agency is confidential and shall not be disseminated to any other 
 person or agency not authorized by law.  A violation of this section is a misdemeanor (Penal Code section 11142).  However, the  
 requesting agency may provide a copy of the DOJ applicant response to the subject of the record.  
  
2. All personnel/individuals with access to Criminal Offender Record Information (CORI) will have a fingerprint background clearance  
 record check completed through the DOJ as required by the California Code of Regulations section 703(d) prior to the submission of  
 fingerprints for employment, licensing, certification, or volunteer purposes. ($32 processing fee)  
  
3. All personnel/individuals with access to CORI will have a signed "Employee Statement Form" on file acknowledging an understanding  
 of laws prohibiting its misuse. (See Employee Statement)  
  
4. All personnel/individuals with access to CORI will be trained in the secure handling, storage, dissemination, and destruction of CORI.  
  
5. My agency/organization will have a written policy for securing access, storage, dissemination, and destruction of criminal record  
 information.  This policy will include the steps to be taken to prevent unauthorized access to CORI maintained in our agency files.  
  
6. The DOJ may conduct audits of the authorized persons or agencies using CORI to ensure compliance with state laws  
 and regulations. (Section 702(c) California Code of Regulations)  
  
7. The information provided by the DOJ will be maintained in a secured area/locked cabinet separate from the  
 employees personnel file and be used only for the purpose for which it was acquired.  
  
8. Our agency/organization will notify the DOJ with regard to any change of agency name, address, telephone number,  
 fax number, Custodian of Records, and contact person.  
  
9. The "No Longer Interested Notification Form" will be sent to the DOJ, when applicable.  
  
10. Our agency/organization will send an updated Live Scan Subscriber Agreement form to the DOJ signed by our new agency official,  

when applicable.  
  
 On behalf of our agency/organization, I hereby acknowledge that I have read and agree to the above. 

Custodian of Records must sign and return document 

CALIFORNIA DEPARTMENT OF JUSTICE 
CALIFORNIA JUSTICE INFORMATION SERVICES DIVISION  

CRIMINAL OFFENDER RECORD INFORMATION SECURITY REQUIREMENTS  
Use of Applicant Criminal Offender Record Information 

Physical Address:

City, State, Zip Code:

Mailing Address:

Contributing Agency/Organization Name:

Title:Print Name:

Date:Signature:
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